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Overview 
The Connection Broker is a management layer, not a proxy solution. Therefore, the display protocol 
does not travel through the Connection Broker. For external access to desktops, the Connection 
Broker uses your existing hardware-based SSL VPN device, allowing you to provide secure access to 
traveling users without needing to qualify another SSL VPN solution. 
 
¸ƻǳ Ŏŀƴ ŀƭǎƻ ǳǎŜ ǘƘŜ [ŜƻǎǘǊŜŀƳ DŀǘŜǿŀȅ ǘƻ ǘǳƴƴŜƭ ǘǊŀŦŦƛŎ ŦǊƻƳ ȅƻǳǊ ǳǎŜǊΩǎ ŎƭƛŜƴǘ ǘƻ ǘƘŜƛǊ ƛǎƻƭŀǘŜŘ 
remote desktop. See the Leostream Gateway Guide for more information. 

How SSL VPNs work 
An SSL VPN performs two functions: 

¶ Authentication 

¶ Encryption of data as it passes over the Internet ŦǊƻƳ ǘƘŜ ǳǎŜǊΩǎ computer to the corporate 
network. 

Authentication 
Users typically access an SSL VPN using a Web browser. Their Web browser recognizes the SSL 
certificate in the SSL VPN server as being valid and containing the correct address. The addition of 
Leostream to an existing SSL VPN does not change the security model. 
 
¢ƘŜ {{[ ±tb Ƴǳǎǘ Ǉŀǎǎ ǘƘŜ ǳǎŜǊΩǎ ǳǎŜǊƴŀƳŜ ŀƴŘ ǇŀǎǎǿƻǊŘ ǘƻ ǘƘŜ /ƻƴƴŜŎǘƛƻƴ .ǊƻƪŜǊ ƛƴ ƻǊŘŜǊ ŦƻǊ 
the user to have single sign-on to the broker. This information transfer can be problematic if the SSL 
VPNs authenticates against a stand-alone Radius server, rather than against an LDAP server such as 
Microsoft Active Directory®. In addition, if the SSL VPN requires only the username and 
cryptographic key, the SSL VPN cannot pass sufficient information for single sign-on. 
 
The simplest solution is for the SSL VPN to first authenticate against the radius server, and then to 
authorize against the Connection Broker. The latter step passes the user credentials to the 
Connection Broker. 

Networking and Encryption 
SSL VPNs break the standard model of networking. They take data packets from the corporate 
ƴŜǘǿƻǊƪΣ ƻǊ ǘƘŜ ǳǎŜǊΩǎ ŎƻƳǇǳǘŜǊ, and send them across a connection established at the application 
level. To do so, they act as a form of advanced reverse proxy. In thŜ ǳǎŜǊΩǎ ŎƻƳǇǳǘŜǊ, the 
networking layer thinks it is talking to a device on the local network. At corporate end, the 
corporate computers also think they are talking to a local device. 
 
The key element of an SSL VPN is a virtual network adapter. The adaptor appears to the operating 
system as a normal network adapter, but instead sends it to an application. This application could 
be an SSL VPN application that encrypts the data and sends it across a pipe to another SSL VPN 
application that sends it to another virtual network adapter so it reappears. 

https://www.leostream.com/hubfs/documentation/Leostream_Gateway_9_0_guide.pdf
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In the simplest case, ǘƘŜ ƴŜǘǿƻǊƪ ǿƛǘƘƛƴ ǘƘŜ ǳǎŜǊΩǎ ŎƻƳǇǳǘŜǊ ƛǎ bridged with the corporate network, 
but this requires both networks to be within the same subnet. For example, assume the user has an 
IP address of 172.29.229.151 and the server they are talking to has an IP address of 172.29.229.23. 
It does allow LAN broadcasts (required by services such as Windows NetBIOS file sharing and 
network neighborhood browsing). 
 
The other option is routing, ǿƘŜǊŜ ǘƘŜ ǳǎŜǊΩǎ computer is on one subnet, with an address of 
192.168.2.151, and the corporate network is on another subnet 172.29.229.xxx with a server at 
172.29.229.151. This is more efficient because only traffic destined for the remote system passes 
over the SSL VPN encrypted tunnel, but it requires routes to be setup that link each subnet. 
 
¢ƘŜ ƴŜǘǿƻǊƪƛƴƎ ƻǇŜǊŀǘƛƻƴ ƛǎ ŎŀǊǊƛŜŘ ƻǳǘ ŀǘ ǘƘŜ ŜƴŘ ǳǎŜǊΩǎ ŎƻƳǇǳǘŜǊ ƛƴ ƻƴŜ ƻŦ ǘǿƻ ǿŀȅǎΦ ¢ƘŜ ŦƛǊǎǘ 
ŀǇǇǊƻŀŎƘ ƛǎ ǘƻ ƛƴǎǘŀƭƭ ŀƴ {{[ ±tb ŎƭƛŜƴǘ ŀŦǘŜǊ ǿƘƛŎƘ ŀƭƭ ǘƘŜ ǳǎŜǊΩǎ ŀǇǇƭƛŎŀǘƛƻƴǎ Ƙŀve access to the 
remote network. 
 
After the SSL VPN sets up a network connection, the Leostream Connect client can be run on the 
ǳǎŜǊΩǎ ŎƻƳǇǳǘŜǊ ƻǊ the user can launch connection from the Leostream Web client. 

Juniper Networks® SSL VPN Setup 
The Leostream Connection Broker integrates with the Juniper Networks® SSL VPN providing users 
with secure access to their resources from outside the corporate network. Configuring your Juniper 
Networks SSL VPN and Connection Broker to work together consists of the following steps. 
 

1. Configure the Juniper Networks SSL VPN administrator interface to include the following: 
 

a. User Roles to enable access to the Resource Profiles defined for the Leostream 
Connection Broker.  
 
If your users log in from client devices running different operating systems, such as 
Windows or Macintosh, you will need different roles for each user. 
 

b. Web Application Resource Profiles defined for the Leostream Connection Broker.  
The type of Web Application Resource Profile you create depends on the type of 
connections your users are establishing.  
 
Lƴ ǘƘŜǎŜ wŜǎƻǳǊŎŜ tǊƻŦƛƭŜǎΣ ȅƻǳΩƭƭ ǎŜǘ ²Ŝō !ŎŎŜǎǎ /ƻƴǘǊƻƭ ŀƴŘ {ƛƴƎƭŜ {ƛƎƴ-on auto-
policies to allow connection(s) to backend resources and provide single sign-on to 
the Connection Broker.  
 

2. Build Connection Broker protocol plans for users who connect via the Juniper Networks SSL 
VPN. 

 

 Juniper Networks and Leostream use common terms such as Roles and Policies, but these 
terms relate to different concepts in the two products. 
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The following sections describe these steps in more detail. For complete instructions on working 
with the Juniper Networks Secure Access administrator interface, see the Administration Guide 
available from the Juniper Networks Web site. 
 

 The Juniper device does not inform the Connection Broker when the user logs out or 
disconnects from their remote desktop.Tƻ ƛƴǾƻƪŜ ŀŎǘƛƻƴǎ ǎǇŜŎƛŦƛŜŘ ƛƴ ŀ ǳǎŜǊΩǎ ǊŜƭŜŀǎŜ Ǉƭŀƴ ŀŦǘŜǊ 
logging in via a Juniper SSL VPN, you must install a Leostream Agent on the remote desktop.  

Configuring Juniper Networks Roles 
The first step in integrating Leostream and Juniper Networks is to create Juniper Networks Roles 
and map these Roles to users via the Juniper Networks User Realms. After creating Roles, you 
create Resource Profiles for your Connection Broker and assign those Resource Profiles to these 
Roles. 
 
The number of Juniper Networks Roles you need, and their configuration, depends on what viewing 
clients are used to launch connections and on the number of different viewing clients you need to 
support. If all users use the same set of viewing clients, you can use one Role. If you have users 
logging in from client devices running different operating systems, such as Microsoft Windows and 
Apple Macintosh, and you want to use different viewing clients for each operating system, you need 
two Roles. 

Building a General Role for Leostream 

You create a general Role for your Leostream Connection Broker, as follows.  
 

1. Select the Users > User Roles > New User Role menu from the left-side of your Juniper 
Networks device Central Manager. 
 

2. In the Name edit field, provide a descriptive name for this role. 
 

3. Optionally, enter a description for this role in the Description edit field, for example: 
 

 
 
4. After a user logs into the Juniper Networks device, the default start page typically displays a 
ƭƛǎǘ ƻŦ ōƻƻƪƳŀǊƪǎ ŦƻǊ ǘƘŜ ǳǎŜǊΩǎ ƻŦŦŜǊŜŘ wŜǎƻǳǊŎŜ tǊƻŦƛƭŜǎΣ ƻƴŜ ƻŦ ǿƘƛŎƘ Ǉƻƛƴǘǎ ǘƻ ǘƘŜ 
Leostream Connection Broker. You can, instead, automatically log the user into the 
Connection Broker after they log into the Juniper Networks device by over-riding the 
default start page. To automatically log the user into Leostream, ensure that the UI Options 
check box in the Options section is selected if you want to over-ride the default start page 
associated with all User Roles 
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5. In the Access features section, select the Web check box to provide access to your 

Leostream Connection Broker, as shown in the following figure 
 

 
 
6. Click Save Changes at the bottom of the form to finish creating the new role 

 
To have this role go to the Connection Broker Sign In page, instead of displaying a bookmark for the 
Connection Broker, modified the General UI Options, as described in Expanding Roles to Bypass the 
Connection Broker Bookmark.  
 
Additional Role configuration may be necessary depending on the type of viewing clients your users 
launch. The following sections can be combined to build Roles that allow users to launch a variety 
of client types. 
 

¶ To configure the Role to allow users to connect to desktop using a Java RDP client, see 
Expanding the Role for Java RDP Clients  
 

¶ To configure the Role to use winlaunchterm.cgi  to launch Microsoft RDP connections to 

desktops, see Expanding the Role to use winlaunchterm.cgi for RDP Connections 

Expanding the Role for Java RDP Clients 

Users that log into the Juniper Networks device from client devices running a Linux or Macintosh 
operating system need to use a Java RDP client to launch connections to desktops. The Juniper 
Networks winlaunchterm.cgi  script does not support these operating systems.  
 
To create a Role: 
 

1. Create a Role using the procedure described in Configuring Juniper Networks Roles. 
 

2. Any Resource Policies associated with this role must include a Java Access Control Policy.  
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After the Role is complete, create a Web Resource Profile for your Connection Broker (see 
Configuring Resource Policies).   

Expanding the Role to use winlaunchterm.cgi for RDP Connections 

For users logging in from a Windows client, you can build a Role that uses the winlaunchterm  

command to launch RDP connections. To create the Role: 
 

1. Create a Role using the general procedure described in Configuring Juniper Networks Roles. 
 

2. In this Role, click on the General tab. 
 

3. In the General tab, click on the Overview tab. 
 

4. In the Access features section, select the Terminal Services check box. Your role now has 
two check boxes selected, as shown in the following figure 
 

 
 

5. Click Save Changes at the bottom of the form. 
 

6. Within this role, go to the Terminal Services tab. 
 

7. In the Terminal Services tab, go to the Options tab. 
 

8. Select the User can add sessions option, as shown in the following figure. 
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9. Click Save Changes.  

 
10. In order to use winlaunchterm.cgi  to establish RDP connections, you must create the 

following Resource Policies and assign them to this Role. 
 

¶ Web Rewriting Policy ς If you do not create a Web Rewriting Policy, clicking on the 
Connect link for a desktop after logging into Leostream produces no results. 
 

¶ Terminal Services Access Control Policy ς If you do not create a Terminal Services Access 
Control Policy, clicking Connect link for a desktop after logging into Leostream launches 
the RDP connection to the desktop, but the connection fails. 

 
This role is appropriate for any client device that launches RDP connections using the Juniper 
Networks winlaunchterm  command, called from a Leostream protocol plan or directly by the 
Juniper Networks device.   
 
After the Role is complete, create a Web Resource Profile for your Connection Broker.  See 
Configuring Resource Policies for more information. 

Expanding Roles to Bypass the Connection Broker Bookmark 

If your users log into the Juniper Networks device to access only the Leostream Connection Broker, 
you can configure their Juniper Networks Role to skip the Bookmarks page and, instead, directly log 
the user into Leostream.  
 
To configure a Role to log directly into the Connection Broker: 
 

1. From the Central Manager menus, select the Users > User Roles.  
 

2. From the list of Roles, click the name of the role that will log users into Leostream. 

 

3. Lƴ ǘƘƛǎ ǊƻƭŜΩǎ General tab, click on the UI Options tab. 
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4. Scroll down to the Start page section. 

 
5. Select the Custom page option. 

 
6. In the Start page URL, enter the URL to your Connection Broker, including the port number, 

as shown, for example, in the following figure. 
 

  
 
7. Select the Also allow access to directories below this url option. 

 
8. Click Save Changes. 

Defining Role Mappings 
Use Role Mappings within your User Realms to assign the correct Role to users, based on the type 
of client they use.  For example, the following procedure creates a rule that assigns a user logging in 
using a Safari Web browser to the Leostream ï Mac role. 
 

1. Select the User Realms > Users > Role Mapping menu from the left-side of your Juniper 
Networks device Central Manager. 
 

2. Click New Rule. 
 

3. From the Rule based on drop-down menu, select Custom Expressions. Custom Expressions 
allow you to define rules that filter users based on their Web browser type. 
 

4. Click Update next to the Rule based on drop-down menu. 
 

5. In the Name edit field, provide a unique name for this Role Mapping Rule, for example, 
Leostream ï Mac. 
 

6. If you do not already have a custom expression that filters by Web browser type, click 
Expressions in the wǳƭŜΥ LŦ ǳǎŜǊ Ƙŀǎ ŀƴȅ ƻŦ ǘƘŜǎŜ ŎǳǎǘƻƳ ŜȄǇǊŜǎǎƛƻƴǎΧ section. Otherwise, 
skip to step 7. 
 

a. In the Expressions tab of the Server Catalog for Production dialog that opens, 
enter a name for the new custom expression in the Name edit field. 
 

b. In the Expressions edit field, enter the following string to distinguish Safari Web 
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browsers. To distinguish other types of Web browsers, modify your custom 
expression, accordingly. 
 
userAgent = '*AppleWebKit ' 
 

For example: 
 

 
 

c. Click Add Expression. 
 

d. Click Close to return to the form for creating the new Rule. 
 

7. From the Available Expressions list, select your custom expression. 
 

8. Click Add-> next to the Available Expressions list. 
 

9. From the Available Roles list in the ...then assign these roles section, select the role to 
associated with this expression. In this example, because the custom expression is filtering 
on the Safari Web browser, the Leostream ï Mac Role is selected. 
 

10. Click Add->. 
 

11. If a user assigned to a role by this rule should not be assigned to any other role, select the 
Stop processing rules when this rule matches option. 
 

12. Click Save Changes. 
 
The rules in the Role Mapping table are processed from top-down. If you have multiple Rules for 
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users logging into Leostream, place the most restrictive Rule first, followed by roles with decreasing 
restrictions. 
 
For example, in the following figure, the first rule assigns the Leostream ï Mac role based on the 
custom expression created in the previous procedure. Users logging in from a Safari Web browser 
satisfy this Rule. All other users fall through the first Rule and satisfy the second Rule, thereby being 
assigned to the Leostream ï Windows  Role.  

 

 

Configuring Connection Broker Web Resource Profiles in Juniper 
Networks 

Leostream integrates with Juniper Networks via Web Resource Profiles. The following procedure 
creates a Resource Profile that can be used for the following connection types: 
 

¶ Standard Microsoft RDP client connections created by the Juniper Networks 
winlaunchterm  script. This option uses the Juniper SSL VPN section of the Leostream 
Connection Broker protocol plan. 
 

¶ Java RDP client connections created by a URL defined in the Connection Broker. This option 
uses the External Viewer section of the Leostream Connection Broker protocol plan. 
 

To create a Custom Resource Profile for Leostream: 
 

1. Select the Users > Resource Profiles > Web menu from the left-side of your Juniper 
Networks device Central Manager. 
 

2. Click New Profile. 
 

3. From the Type list, select Custom. 
 

4. Enter a name into the Name edit field. 
 

5. Optionally enter a description into the Description edit field. 
 

6.  Enter your Connection Broker URL into the Base URL edit field. Ensure that you include the 
port number, for example: 
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 https://broker_address.mycompany.com:443  

 
7. Ensure that the auto-policy for Web Access Control is enabled. Your form appears similar to 

the following figure. 
 

 
 
8. If you plan to use Java RDP clients for connections, turn on the auto-policy for Java Access 

Control, as follows. 
 

a. Click the Show ALL autopolicy types >> button 
 

b. Check the Autopolicy: Java Access Control option. The section expands, as shown 
in the following figure. 
 

 
 

c. In the edit field below the Resource table header, enter the following text. 
 
 *:3389  

 
If you establish RDP connections on a non-standard RDP port, change 3389 to your 
specific port number. 
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d. Leave the default selection of Allow socket access in the Action drop-down menu. 

 
e. Click Add. 

 
f. By default, the Juniper Networks device resigns Java applets using a self-signed 

certificate. To have the Juniper Networks device resign the Java applet with an 
uploaded certificate, select the Sign applets with uploaded code-signing 
certificates. Consult the Juniper Networks documentation for more information on 
uploading and using code-signing certificates. 
 

 The Java access control policy should appear similar to the following figure. 
 

 
 

9. LŦ ȅƻǳ ǿŀƴǘ ǘƘŜ WǳƴƛǇŜǊ bŜǘǿƻǊƪǎ ŘŜǾƛŎŜ ǘƻ Ǉŀǎǎ ǘƘŜ ǳǎŜǊΩǎ ŎǊŜŘŜƴǘƛŀƭǎ ǘƻ ǘƘŜ /ƻƴƴŜŎǘƛƻƴ 
Broker, providing single sign-on from the Juniper Networks device to the Connection Broker 
ŀƴŘ ǘƘŜ ǳǎŜǊΩǎ resources, enable the Single Sign-on auto-policy. See Configuring Single Sign-
On to Leostream for instructions. 
 

10. Click Save and Continue. 
 

11. To assign Roles to this Resource Profile: 
 

a. In the Roles tab that opens, select the Role to which this Resource Profile applies. 
Ensure that the Role is configured correctly based on what type of RDP connection 
is being established.  
 

b. Click Add->. 
 

c. Click Save Changes. 
 
The Juniper Networks device automatically generates a bookmark for the Resource Profile that 
points to the Leostream Connection Broker Sign In page. You can opt to not display this bookmark 
to the Leostream user and, instead, automatically open the Sign In page after the user logs into the 
Juniper Networks device. See Expanding Roles to Bypass the Connection Broker Bookmark for 
instructions. 
 
Users assigned to this type of Resource Profile should have Connection Broker policies that use 
protocol plans set to either the Juniper SSL VPN or External Viewer option. See Configuring 
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Protocol Plans in the Connection Broker for information on configuring Connection Broker protocol 
plans. 

Assigning the Connection Broker Resource to the Juniper 
Networks Role 

After you create and save Resource Profiles, you can add or modify the Roles associated with those 
Resource Profiles using the Roles tab. To access and use the Roles Tab.  

 
1. Select the Users > Resource Profiles > Web menu from the left-side of your Juniper 

Networks device Central Manager. 
 

2. Click on the name of the Resource Profile in the list. 
 

3. Go to the Roles tab. 
 

4. To add a Role: 
 
a. Select your Connection Broker role in the Available Roles list. 

 
b. Click Add ->. 
 

5. To remove a Role: 
 
a. Select your Connection Broker role in the Selected Roles list. 

 
b. Click Remove. 

 
6. Click Save Changes. 

Configuring Resource Policies 

Configuring a Web Rewriting Policy 

By default, the SSL VPN dynamically rewrites the Connection Broker URL. To avoid this, create a 
Selective Rewrite Web Resource Policy that instructs the Juniper Networks Secure Access device to 
not rewrite the Connection Broker URL, as follows. 
 

1. Select the Users > Resource Policies > Web menu from the left-side of your Juniper 
Networks device Central Manager. 
 

2. If the Rewriting tab is not displayed on the Web Access Policies page, click the Customize 
button located to the right of the tabs. In the Customize View dialog that opens, shown in 
the following figure: 
 

1. Click the All pages link. 
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2. Click OK. You should notice a number of tabs appear on the form. 
 

 
 

3. Click the Rewriting tab. 
 

4. Click the Selective Rewriting tab. 
 

5. Click New Policy. 
 

6. Create a new Selective Rewrite policy, as follows: 
 

1. Enter a name for the policy in the Name edit field, for example, 5ƻƴΩǘ-Rewrite-
Leostream-CB-Response. 
 

2. In the Resources list, enter the hostname or IP address for your SSL VPN outside 
the firewall. This is not the Connection Broker IP address; it is the external URL of 
the Juniper Networks device that the users connect to. 

 
For example: https://sslvpn.yourcompany.com/*  
 

3. In the Roles section, select your Leostream Role from the Available roles list. 
 

4. Click Add-> to move the Role into the Selected roles list. 
 

5. In the Actions section, select 5ƻƴΩǘ ǊŜǿǊƛǘŜ ŎƻƴǘŜƴǘΣ wŜŘƛrect to target web server. 
 

6. Click Save Changes. Your configuration should look similar to the following figure. 
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The Juniper Networks device applies Resource Policies from top to bottom. After creating the 
new Rewriting Policy, ensure that you move it above the default Initial Rewrite Policy, as shown 
in the following figure.  
 

 

Setting up a Terminal Services Access Control Policy 

By default, the SSL VPN blocks access to Remote Desktop/Terminal Server (3389/tcp).  If your 
initiate an RDP connection using the winlaunchterm  command, you must define a Terminal 
Services Access Control Policy, as follows. 
 

1. Select the Users > Resource Policies > Terminal Services > Access Control menu from the 
left-side of your Juniper Networks device Central Manager. 
 

2. Click New Policy. 
 

3. Enter a name for the policy in the Name edit field. 
 

4. Optionally provide a description for the new Resource Policy in the Description field. 
 

5. In the Resources section, enter the following text to allow access to port 3389. 
 
 *:3389  

 
6. In the Roles section, select your Leostream Role from the Available roles list. 

 
7. Click Add-> to move the Role into the Selected roles list. 

 
8. In the Action section, select Allow access. 

 
9. Click Save Changes. 

 
Your configuration should look similar to the following figure. 
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Configuring Single Sign-On to Leostream  
hǇǘƛƻƴŀƭƭȅΣ ȅƻǳ Ŏŀƴ ŜƴŀōƭŜ ŀƴ ŀŘǾŀƴŎŜŘ ǇƻƭƛŎȅ ǘƻ ŦƻǊǿŀǊŘ ǘƘŜ ǳǎŜǊΩǎ ŎǊŜŘŜƴǘƛŀƭǎ ǘƻ ǘƘŜ [ŜƻǎǘǊŜŀƳ 
Connection Broker. With single sign-on enabled, the user is automatically logged into the 
Connection Broker and their offered resources. 
 
To enable single sign-on: 
 

1. Select the Resource Profiles > Web menu from the left-side of your Juniper Networks 
device Central Manager  
 

2. Click on the name of the Web Application Resource Profile to edit. 
 

3. Click the Show ALL autopolicy types >>> button. 
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4. Select Autopolicy: Single Sign-on option. 
 

5. Select the radio button for Remote SSO. 
 

6. Select the POST the following data option. 
 

7. In the Resource edit field, enter the URL for your Connection Broker. 
 

8.  In the Post URL edit field, enter the URL to your Connection Broker Sign in page, for 
example: 
 
https://leostream - cb.yourcompany.com:443/index.pl  

 
9. Ensure that the Deny direct logon for this resource and Allow multiple POSTs to this 

resource options are not selected. 
 

10. In the table of post parameters, enter the following information: 
 

Label Name Value User modifiable? 

user user <USERNAME> Not modifiable 

password password <PASSWORD> Not modifiable 

__save __save Sign In  Not modifiable 

_DATA_FIELDS _DATA_FIELDS password,user  Not modifiable 

_FORM_SUBMIT _FORM_SUBMIT 1 Not modifiable 

 

  Please note the single όΨψΩύ and double όΨψψΩύ underscores used in the example, and that 
the value for <USERNAME> and <PASSWORD> must include the less than and greater than 
signs.  All fields are case sensitive.  
 
The Leostream Connection Broker Web Resource Profile form looks similar to the following 
figure. 
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11. Click Save Changes. 

 

You can use the Send the following data as request headers to pass additional information 
about the client to the Connection Broker. The information appears in the HTTP head string, which 
you can view if you edit the client in the Connection Broker. You can use the HTTP header string to 
create client locations, for example. 

Configuring Protocol Plans in the Connection Broker 
The following sections describe how to create Connection Broker protocol plans to use in 
conjunction with a Juniper Networks device. After you create the protocol plan, associated it with 
pools in the policies assigned to your users that log in remotely. 

Launching Connections using winlaunchterm.cgi and Microsoft RDP 

You can configure a Connection Broker protocol plan that sends a Terminal Services request to the 
Juniper Networks device. Use this protocol plan with Juniper Network Web Resource Profile 
configured to use winlaunchterm.cgi  (see Creating Custom Resource Profiles for Microsoft RDP 
andJava RDP Connections). 
 
The following procedure configures a protocol plan that users the winlaunchterm.cgi  command 
to launch the Microsoft RDP client. 
 

1. Open the Edit Protocol Plan page for the protocol plan to assign to the desktops for users 
who log in through the SSL VPN. 
 
 
































